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Hello, and welcome to EDUCAUSE Live everyone. This is Jim Burnett, Director of Membership Development here at EDUCAUSE, and I’ll be your moderator for today’s ELIVE Webinar.
EDUCAUSE Live webinars are supported by Dell. Dell EMC serves higher education institutions around the world by delivering innovative technology solutions including teaching and learning transformation, powering the underlying infrastructure, and providing analytics, security, and Cloud-based services.

You’re probably familiar with the interface for our webinar, but here are a few reminders. We hope to make this session very interactive. Please use the Chat box on the left to submit questions, share resources, and comments. If you are tweeting, please use the tag EDULIVE, that’s hashtag E – D – U – L – I – V – E. If you have any audio issues, click on the link in the lower right-hand corner. And at any time you can direct a private message to Technical Help for support.

The session recording and slides will be archived later today on the EDUCAUSE Live website. 
Our webinar today is Leveraging Internet of Things Technologies to Solve Campus Security and Safety Challenges. Increasing concerns about campus safety and active shooters require new approaches to security and surveillance. Join us to hear how the Internet of Things technologies are providing colleges with new abilities to monitor campus environments for gunshots, enable sight and smell detection, and provide actionable data in real time.

We are delighted to be joined by Jon Phillips, Managing Director of Strategy, Marketing, Business Development, Vertical Practice from Dell. Will Manion, Senior VP of V5 Elements Division. And Alan Cavallo, Captain, San Jose State University Police Department.

And with that, let’s begin. Jon, would you like to kick us off?

Certainly, Jim. Thank you very much for the opportunity with EDUCAUSE to spend some time with our audience today to have a, hopefully, very thoughtful and interactive discussion around very important and pertinent topics in today’s world in higher education. And we’re at the precipice of the coming together and the confluence of Internet of Things and technology and security, all kind of coming together.
And today’s discussion is particularly important given the climate that we live in and how important public safety and student security is on our campuses today. And we want to spend some time to really hear from our esteemed speakers, Will and Alan, with regard to what they are doing in the real world in higher education to really solve for some of these problems and bringing the value of the Internet of Things together.

And so what I’d like to do is just spend a minute with everyone to kind of level set on the idea of how does this that we hear a lot in our daily activity around this thing called IoT or Internet of Things. And it’s really about the internet of everywhere, and what we want to do is understand how does that really correspond to security and safety on campus and our IT environments.

And so we’re going to start off with kind of a little bit of an understanding on that. And go through kind of how does Internet of Things kind of play into it. This idea of sensors and data and connectivity and computation of storage and analytics. But we’re really going to tell it from the lens of security in the story because we believe it’s the most important opportunity, as a starting point, to bring Internet of Things into your strategy on campus.

So with that, what do we really think IoT can deliver for benefits right now from a standpoint of how to just really make a difference? And we are seeing some great use cases and case studies around higher education around the world, and in particular in the United States, around using IoT to drive efficiency in IT, to drive the mission of the institution around student success, doing some really interesting things with sensors and understanding student behavior, student traffic, how they are accessing resources on campus, what they’re doing when they’re in – you know, when they’re on the internet and their blended learning environment. And using sort of that analysis from an IoT perspective to help better the campus engagement and student engagement.

And we certainly see that in the campus experience. You know, how do we make a better experience on campus for our students using Internet of Things to make an impact.

And then there’s this idea of security being top of mind. And how does IoT play a role in security. And we like to look at this as really the starting point, the most mission-critical aspect that we’re seeing in IoT is this idea of security, and the biggest opportunity that we have to make a better campus experience is really through security. So that’s where we see this IoT starting in a lot of cases. 
And on that journey, we like to always take a step back and say what is important to the higher education. And I think most of you are familiar with the annual study that EDUCAUSE puts out that is a survey instrument from all of the CIOs that are participating and IT technology practitioners in higher education that participate. And we get this Top Ten Issues list. And without exception this year we see that information security and cybersecurity is certainly top of mind and has been in the Top Ten now, really, ten out of the last 13 years as I understand it. And so we know it’s top of mind. And we know that IoT can actually make a difference in this perspective.

So with that we’d like to also level set on some definitions around Internet of Things, IoT, and this idea of really advancing – some people are calling it the smart campus or smarter communities initiatives that we are undergoing within our communities and higher education.

And what does that really mean? What does a smart campus really mean? And what we’re seeing in conversations in higher education is that a smart campus is really the proper implementation of technology cross the campus that will support both the business of education as well as the primary mission of the institution, which is to better learning and student success and preparing students for career readiness. And so any solutions in technology that can help and are accretive in that process to improve the overall experience for students and faculty and administrators. 
We see it coming in through collaboration and learning. We see it shaping security. We see space and stability. We see facilities having an IoT engagement. Student success. The registrar with some things that we’re seeing come to light. Athletics and campus events. And really the business and alumni. So we’re seeing this idea of the smart campus starting to come to life. But nowhere is it as important as starting with how we can leverage it to make a better security scenario for our campuses.

And so with that we’re going to go on a journey now, and we’re going to have a discussion around campus safety and security with IoT in mind. And so I want to set the table for our next set of speakers to really give you a perspective of the breadth of knowledge and depth of experience that they have. 
Both Alan and Will are going to talk now a little bit about their experience, both on the campus at San Jose State University as well as the experience with some of the technology that’s being used there. And Alan in particular is on San Jose State University Campus, and he’s really been there for the last five years as the Operations Bureau Captain handling all of the patrol and emergency preparations and management and security. He has a vast experience across law enforcement, narcotics enforcement, SWAT teams, fraud investigation, internal affairs, and commanding officer for patrol watch, and the Bureau of Field Operations. So as you can see, a breadth of experience, really, in dealing with campus security which I think it will be great to hear his perspective.
And Will Manion has also over 25 years of experience in law enforcement and is currently with V5, who is providing some really excellent technology in the area of IoT and campus security. And Will is also a decorated investigator and has a lot of experience with the San Jose Police Department. And Will has worked in homicide, SWAT, DA Task Force, narcotics, airport security.

So both our speakers are going to bring a perspective to this campus security that we think is extremely important and timely right now and bring together this idea of how we leverage IoT in our technology plans in order to do that.

So without further ado, I’ll turn it over to Will and Alan (inaudible) for the next phase of our discussion.

Thanks, Jon. This is Alan Cavallo from San Jose State University. I’m a police captain, and I appreciate the opportunity to talk about some of our issues and our opportunity to partner with V5 recently, and just kind of wanted to give a rundown and a breakdown of what challenges we have on the campus and how we’ve started to tackle some of those problems. So it’s great to be here today.

So basically San Jose State University is a downtown, urban campus. We have approximately 33,000 students, and we are surrounded by a population of over a million people in the city of San Jose.

Historically we’ve had issues over a multitude of years with regards to free speech and some of the issues that surround any downtown, urban environment. As you can expect, it’s a unique campus situation. We have, you know, traditionally a very safe campus; however, given the fact that we are downtown we do have issues that come onto our campus and we have to deal with those. The current environment with police work and some of the losses with the local jurisdiction have created an additional burden on us as police department. We’re very small. We’re 29 sworn currently. We do operate 24 hours a day, 365 days a year, and we do have responsibility for both the main campus and the south campus. We have over 50 major buildings, and, as I said, two distant campus setups where we deal with the main campus and the south campus. Our south campus is the athletics facility.

The Police Department annually answers about 50,000 calls for service. We arrest anywhere between 800 and 900 suspects. We write approximately 2,500 reports. And annually we work over 200 special events where they are attended by upwards of 500,000 people.

We, as I said early on, we do have a certain criminal element that comes onto the campus and can create problems. Typically our criminals are not our students, which is thankful, and our main objective is to provide a safe learning environment for our students and a safe working environment for our faculty and staff. That being said, because we are in a downtown, urban environment, we do have a particular criminal element that has access to the campus. The slide that’s being shown right now is a three-year statistical analysis that we have to produce on a yearly basis. It’s called the Cleary Report, and any of the campuses that are tuned in today will know exactly what I’m talking about with regards to Cleary. And the slide itself, it’s difficult to read our statistics, but in particular we don’t have a lot of violent crime, which is good. We are – predominantly we deal with theft. We deal with some sexual batteries. Occasional sexual assaults. Burglaries. Aggravated assaults. That kind of thing. And each year we have to produce this report and report out those statistics for the three prior years.
Again, as I talked earlier, some of the more hot-button crimes, we’ve recently had a couple of arsons. We had a spike in fondling cases, and they’re really called sexual batteries, and those have been an issue for us. We had an issue at a football game last year where some of the students became overly intoxicated and aggressive, and we ended up taking rocks and bottles at the Police Department.

All of those things together have kind of pushed us towards the needing a solution – a security solution – and a partnership with V5 that is helping us to resolve a lot of these issues.

I kind of already spoke about that in general. And what I kind of wanted to get to is that the fact that what is perception is really reality for people, and so if they perceive that the campus is unsafe, then it’s a reality to them. It may not necessarily be that way statistically when you look at our stats, but when people feel unsafe, then it’s unsafe. And so it’s our job to try to create an environment that is not unsafe.

Now we’d like to ask the audience for a little bit of feedback on a few questions that are showing up on your screen right now if you wouldn’t mind jumping in there and answering a few of these.

First of all, what percentage of your outdoor campus areas are covered by video surveillance? Secondly, what’s the main barrier in implementing outdoor surveillance? And third, how valuable would it be to have instant notification of a crime in progress on your campus? 
Thank you all very much for your feedback.

Thank you all. Now, Alan, would you like to continue?
Hi, guys, this is Will Manion. Thanks a lot, Jim. I’ll take it from here. 

First about Jon’s introduction to me and my bio. As you’ll notice in my bio there’s absolutely nothing in there that suggests I’m a sales person. So this is going to be salt of the earth. I’m more a subject matter expert on evidence collection and tactical deployment.

I’m very passionate about this product, as you’ll see going through these next few slides.

So I’m going to explain a day where I had a paradigm shift in law enforcement, and that happened in 2014 April of 2014 when, I don’t know if you guys remember, but there was a kid who flew to Hawaii in the wheel well of a 767 Boeing jetliner. And by the fact that he lived over the five-hour flight was amazing, but we got a rare opportunity to interview him, how he got into the airport and through our security. As the Security Sergeant at the time, this is giant national news and world news, and from that we gleaned that this kid had gone through a perimeter fence line on the northern section undetected. And he worked his way all the way down an climbed up under the wheel well of this plane and took this flight to Hawaii. And with that, the federal guidelines for our airport, we were well within the fencing standards, but we just didn’t have the technology. So at that time we got a lot of people coming at us with a lot of different technology. A friend of mine asked me to go see a company called V5 Systems in Fremont. 
That day had a large impact on me because that was the first time that I could see that there was a different technology out there that can not only help airports in critical infrastructure, but schools, private enterprise, and basically it changed my paradigm shift, and I have a highly-focused background on investigations.

So with that, this screen here, you’re seeing on this screen, the green areas are where most campuses have your security. Those areas are internal. They usually have good IP cameras internal with a little bit of external. So this slide in particular shows you a red area, which is the paradigm shift that our company now has the sensors to look at these areas. And so if you look at these areas, all the crimes and incidences occurring on your campus, thefts, arsons, assaults, sexual assaults, almost 100% of the people committing them walk through that red zone or the crime occurs in that red zone. And so currently we are the one solution that can go out in the red zone and be moved around where you need it.

So our basic value proposition is this. You place the sensors where you want it and you need it. If you like it, you can leave it. If you want to move it to a new location, you can move it. So fixed power is not necessary, and hardware data cables are necessary to get reception.

So the next slide, this goes more into the details of what we have. It’s a self-powered, truly portable for the outdoors. And basically some of the features it has, you can see an HD video, 1080P. It can think, it has analytics. It has license plate reading. It has ability to hear. Right now we have gunshot detection, which we’ll go into a little bit later. But also in the future it’s going to have graffiti detection and also glass breaking.

It has memory. V5 Systems has a section of it dedicated to law enforcement, and we pressured the company early to have a backup storage of memory of high definition video onboard the device in case anything fails, you’ll have it there. You can get it up to a month of onboard storage there.

The talk portion of this really just points you out to that it has WiFi, 4G and RF. And that also gives you the ability to move that around when you go through the wireless system.

The smell portion of it, we’re working with NASA. They’ve made nano sensor tubes specifically for our company that can detect ammonia, chlorine, and methane gas which is super important. It may not be applicable to you unless you have a large storage of chlorine around your pools.

The walk portion. And basically that is how easily can you move it. It’s very easy to move, so it has feet, it has legs, you can move it around.

So these next slides we’re going to get down into a little bit of the details. It has basically two intelligence sensors on it right now. The analytics portion is critical to detect crime. So you’d have different areas of your campus, say you have a facilities yard that keeps getting items stolen out of it, or you have an area where somebody is doing graffiti. You would place these cameras, and you can’t have your security or police sit there and watch them all night because they have other patrol duties and they get called to other functions. So basically we’re enhancing the resources by putting our units out there that can detect people and cars in real time. So you can place them out there, and these video alerts are sent to your offices, and they can go on an instant livestream. Which is super important because if they livestream it, they can see exactly what’s going on as they respond. That gives them situational awareness as they are responding. And also an evidentiary value later for the crime.
The scheduling of this is very friendly. You can schedule it so that your officers get them only on their work days, and only on certain hours. So say a facilities yard will be used heavily during the day, but you want to just capture at night, so that’s when you send the alerts.

License plate reading is my newest favorite sensor right now. Because it’s the facial recognition for vehicles. And this really can’t be understated. For universities’ purpose, and I know there is a lot of different talk about how to use LPR, but the main thing for us, for the university, is parking control. You would be able to create a list of everybody who has paid for your parking, and then you can send your resources out to different areas where you determine that people are going into that have not purchased a pass. So there’s a monetary benefit.

And then the second is a hot list. So say a student has a disagreement with a professor or is banned from campus because they’ve assaulted another student. This has the ability to give the hot list directly to you so you notify when this kid has actually come back on the campus. And we think that’s a huge advantage for police to get involved early to mitigate the situation.

So this hot list, it’s an ala carte. So different universities are going to feel differently about how much information they want to store and how much they want to share. And that’s completely understandable. But the other hot lists are also important. We have a list that can go directly to the regional intelligence centers in your state. And so what that is, that’s a federal, state, and local police hub center that gathers information. If someone is on the watch list or terrorist list and they go to your campus, you don’t automatically have to send it, but if your university believes they should send it, they could send it in and you’d get that list of anybody that is coming on your campus that could cause harm.

The other type of list is stolen vehicle systems. That system alone is a huge help because when the criminals go to work they generally don’t take their own car. They take a stolen car. So if they take a stolen car, and you’re alerted that it’s on your campus, you can, again, hopefully stop them from committing more crimes and taking more vehicles or stealing stuff out of cars.

Another list, for an example, would be a sexual offenders list. So if you had a problem with fondling or rapes around the area, if you had the ability to send it in and get information about if sexual offenders were coming onto your campus, you could have that, too.
So that’s license plate reading and analytics. So Jim, we’re back to the other set of questions and I’ll let you take it from there.

Thanks a lot, Will.

All right. So let’s get a little more audience participation here. First question for you, do you have gunshot detection technology deployed on campus? Looks like most don’t so far.

And then what percentage of parents are concerned over the possibility of active shooters on campus? 
Looks like there’s not a lot of gunshot detection is deployed currently.

Wow, it really looks like no one has any deployed yet.

Yeah, Jon, that’s very interesting.

Okay, Jon, I know you’re going to dig into these a little bit more before we get into Q&A, but thank you all for your participation in that latest survey.
Back over to you.

Thank you, Jim.

So I’m going to go into the gunshot detection and location portion of this, and we pulled this slide up. We’re not going to run a video for you, but actually this runs for over two minutes. And they are little clips of all the different school shootings to give you an idea of how frequent they occur. From 2013 to now, there’s been over 200 school shootings in America. Not all of those are active shooters. They could be people having a gunfight in the parking lot or just onto the campus and shooting at a person in particular but not targeting the other kids. But it’s just all too frequent, and this problem is not going to go away anytime soon because we have a trend now. And basically active shooters, schools will remain the targets because many people are in one place. So that means it’s a target-rich environment, and it’s difficult to keep campuses closed. You can’t run them like prisons, it’s got to be an open environment, so it’s going to be very difficult to keep these people off your campuses. And the shock value of children being harmed, really is the ultimate evil. And they know that and they want that shock value.
So there’s no strangers, anybody on this webinar, to what we need to do to correct this situation, and you guys have already done most of these things. You’ve trained the staff. You’ve trained your students. You’ve coordinated with local law enforcement agencies. Your police department is trained. You have automated systems notification, CLEARY. And you’ve assured your parents that you’re doing something. I’m sure you get the calls when these things happen. 

The one thing that most schools, as you can see by that poll up there, are lacking is we have not addressed a technology solution to it. And now we have. And this next slide will demonstrate basically what we’ve done and why.

So traditional response is if you get a shots fired on a campus, the next step is you’re going to have to have an incoming call. So somebody is going to have to call it in, and they’re going to have to be in a safe place, and they’re going to be under a lot of stress to describe what happened. And hopefully they can be clear about it, but sometimes we get information that’s not so clear.

The next step is they call into the 911 system. The call taker takes it. And then from there they go to the dispatcher. And the dispatcher puts out the initial information for the responding officers. And almost most definitely the responding officers are probably – they’re not going to get the nearby camera stream to them, they’re not going to get a copy of the video, and that’s when the investigation starts or the response time starts.

Now I want to switch to what we’ve done here is once the shots are fired, it immediately goes to our sensor at the speed of sound. And then ours takes it, and it immediately goes to the first responders. And the basics of this is very, very simple. It’s that time saves lives. And if we can get that information to the responders immediately, then we’re going to save lives and give the officers the best chance of mitigating the circumstances.

So this next slide shows you kind of how we do it. So as your officers, and your security, and your administration for that matter, can get an audio clip exactly of what that sound is. If there’s multiple shots, if there’s different calibers being shot, your officers will get a – it’s hard to see on this because I know your screen is kind of small, but there is a red fusion center there in the middle of that eye zone, and that will tell you exactly where it’s at. So if your shooter shoots there, then all of a sudden goes north and starts shooting, we’re tracking him and you’re seeing the latest area where that suspect is. And that Google Map view goes directly to your – it could go directly to your car computer, it can go to your phones, or any laptop.

So now you have that, you’re responding with a map, you’re responding with an audio clip, and now you have the ability to go live to the areas – of the outdoor areas – and see what the situation is by live streaming.

So your information that your officers get is those three things they’ve never had before. And the latency of that, to give you a comparison, the latency for us is between un-4G, not WiFi which is a lot better or RF which is instantaneous, is between five and 20 seconds your officers are responding with all that information. And we believe that will save a lot of lives.
The other way we do it, the traditional way, non-technology, is two to ten minutes. And that information sometimes is not even that reliable.

So we’ve reached the end here, and I know we’ve kind of buzzed through this, but I hope you guys can write any questions, you know, on the side, and I think Jon’s going to take some of those questions and we’ll just have a casual town hall meeting about them.

And that’s right. We are going to do some of that.

Will, I’ve got a question for you just on the technology itself, and how we see the technology being implemented on campuses. We certainly see some of the things that Alan talked about at San Jose State. What are you seeing in terms of demands for different types of sensors to come into play in addition to the sensors that, you know, you’ve already got deployed?

It’s just going to grow as your mind gets creative. And right now we have the see, we have the hear. I think the next generation is also going to be speak. The ability to actually talk back to the people that are the teams with our units. The chemical detection has been an ongoing project. We’re working with NASA, and it will be tremendous in that if you have a chemical attack, or there is a chlorine leak in your environment, you’ll know that, too.

Hopefully I got most of your question answered. Is there any other things you’re thinking about?

Yeah, I just wanted to share with the audience kind of where you think this is going in terms of the different, you know, the power of the Internet of Things and the ability to customize your safety configurations to be able to meet unique demands that campuses may have. You know, the diversity of campuses, both geographically, physically, how they are structured, whether it’s an urban campus that has high density or it’s a, you know, a larger land grant institution that has a lot of, you know, north, south, east campuses and kind of spread apart, it seems like this solution would be a good – a very good fit to be able to deal with those different environments.

Jon, this is Alan Cavallo, and I’d like to answer part of that question. And I could tell you that coming onto the campus five years ago, there were virtually no outdoor cameras whatsoever. We had no solution, and I struggled with our Facilities Department to try to come up with a solution that was financially feasible as well as the whole construction of the campus. And the solution with V5, because of the portability, because of the ease of installation and the fact that they can, you know, basically move stuff around in a really rapid way, it has enabled us to cover a lot of area, and the ingress and egress, and, you know, the solution has been just phenomenal for us. You know, just in the six or eight months that we’ve had it deployed, we’ve had several cases where we’ve been able to pinpoint and identify suspects already. And I just – I see as the technology improves, and as they continue to improve that with us as their partner, it’s just going to get better.

Yeah. That’s well said, Alan. You bring up a really good point. I think it’s a good point to discuss with the audience, just about how portable the technology is and really how it fits in that scenario. And Will, maybe this is more of a question for you where it asks maybe you could share out a little bit about some of the flexibility in the deployment, especially if we have universities that don’t have infrastructure to be able to bring power to the devices or it would be very costly to do that. What sort of options do you have for them for that?
That’s a very good question, Jon. That is our value proposition. And the best way I can describe it is – I don’t know – I don’t know how old everybody is here, but I went through the eighties when we didn’t have cell phones. And then we went to the brick cell phone. And then we had those Motorolas. 
So basically what it is is you know have security that’s untethered now. And you are able to move it exactly where you need it. And our unique power system allows us to run a solar, fixed power, a mixed power, whatever the situation calls for, you can move it. And I like the way – the reason I had the paradigm shift the day that I went and saw this demo is just exactly like you said. You have the ability to move it around. So you get maybe ten, 15 of these. San Jose State went with a lot more, they have a lot of different areas to cover. And you simply as a team, a team by meaning the administration, the PD, and maybe the students, you get together and you decide what’s very important. Of course the PD knows mostly. But you get the input, what is the small city’s priorities? And then you move them to that priority. And then you solve that problem, and then you decide where to move them next.

Now there will be certain areas on your campus you are just not going to want to move them. I know talking to Alan here, there’s certain areas, we get the ingress/egress because we’re a downtown university. You get a high-pixel count of everybody coming onto your campus, and it just makes that investigation incredibly easier. 
Hopefully did I answer your question?

Yes, absolutely. That’s good. The ability to have that flexibility I think is key to the diversity that we have in our colleges and universities, and cities and communities, to be able to do that. 
What are – you know, some other questions that have come up that I know the audience would love to hear about would be what sort of analysis or analytics have you seen as best practices come out of just the general ability to do the different types of surveillance? Is there anything there on the analytics front that you think would be pertinent to discuss?

Yeah. Analytics is a term that is thrown around a lot, just like IoT. And the analytics of video is a fast-moving area. And so with us, we do something a little bit different. So our analytics, we actually – we built them in-house. We don’t want to trust it to some other vendor. We believe we’ve done it better, and that we can detect cars and people as opposed to motion. So motion-based analytics, so in other words if you have these units out at a facilities yard and they’re motion based, it could be light shadows, it could be trees blowing. And eventually your officers are not going to want to spend all their time chasing ghosts that aren’t there. So we go to persons and cars and eliminate a lot of the false positives there. 
And the future of analytics, at least here, is you’ll have the ability, we’re working on this with some of our engineers, is you’re going to have the ability – so one camera recognizes a person, a certain area, how they walk, how they look, and if you have an APB, All Points Bulletin, out on them, in the future you’re going to be able to track that person across all your cameras. So if you’ve identified a suspect on one camera, its artificial intelligence, it’s learning, it gathers it and it will be able to alert and tell other cameras, hey look for this particular person.

Wow! Fascinating. We had a question come in I think was very much in line with that, so you were serendipitous in taking that in that direction. The question was around does the solution include facial recognition. You may talk about how one would do facial recognition with the technology or not.

Facial recognition is moving fast. You have it on Facebook, you have it on all these different areas. 
There’s a couple issues with facial recognition on the outside is you need to have it in a position where it’s low. It’s getting a straight-on view. The frames per second have to be high so that you’re making sure that the person is almost standing still.

Now all this will improve, and V5 System will offer that as a feature, but I just want to caution everybody that facial recognition is basically 40 pixels per foot. And we have that in spades. Most cameras have that in spades, but your camera has to be in the right position. That’s the first issue. The second issue is once you have facial recognition, what type of database are you running it in? And that’s a whole separate topic, maybe even for another day, it’s like are you allowed to expand into that and to get that database. 
We’re the mechanism, we’re the technology, we have that. We have hot lists. We have all these things to do that. It’s just a matter of what, you know, the customer, the universities, want to do with that.

And I just want to mention something else, Jon, that all this computing, for this gunshot location, for these analytics, they’re happening on the edge for us. So in other words, we’re computing this all on the edge and not sending it back to a machine – the BMS system – to run through. And the advantage of that is you can control this on the edge, you’re getting it real time, and it’s a way for us to analyze what the sensor is seeing, and then we’re sending it back to the BMS and the Dell solution.

Hopefully (inaudible).

No, no, that’s fascinating. And that’s actually one of the reasons why you see (inaudible) so keenly interested is the fact that we’ve worked closely with you and the solution to put in the gateway appliance so that you can do the edge analytics around that. And, you know, that’s, I think, clear to everybody really dealing and tackling with this problem, it’s really the speed of being able to move that IoT brings in order to save lives. So I think that’s a very good point to bring up.
Hey, Jon, can I jump back in for just a second?

You may, absolutely.

One thing I left out on our gunshot detection location, which is super important, is our gunshot location and detection, we didn’t invent that. We do have patents on it, on the way we do it. And we do it different in that everybody that you could talk to about gunshot location, it’s about 70% accurate out of the box. That’s all the major people that do gunshot detection location. We are 70% accurate out of the box, but we have a differentiator that (a) we’re not wired, and our patent now is artificial intelligence. So each of our sensors are out there on the edge, our gunshot sensors, and they learn the environment. Are there cars? Are there people? Is it heavy wind? All those factor in on learning. So our artificial intelligence, we teach it almost like a baby, like that’s growing, hey this is a right call, this is a wrong call. And after a few weeks to a month, we’re in the 90 percentile. So in other words, when you’re getting that information to you as a police officer, it’s not going through all these other different agencies or private entities and then coming back to you, to the officers. We go directly. And I’ll tell you the percentage, it’s 95%, 90%, 100% that it’s a gunshot, it goes directly to your officers. And, again, that’s all going to be done on the edge.
Wow. Excellent. Keep the questions coming in audience. We’d love to ask a few more questions. In the meantime, perhaps we can bring some of the poll information back up so we can review that real quickly with the audience. I know we flashed it a little bit earlier. The first poll had three questions on it, and it might be nice to just kind of look at that to see how you all answered.

So, again, the first question was real simple around what percentage of your outdoor campus areas are covered by video surveillance. And it looks like about 64% have little to a quarter of potential capacity covered with just some sort of video surveillance. And then it falls down to much less in the 26 to 49% with about 17%. And then a very few have over 50% of your outdoor campuses covered by video surveillance. Interesting. So there’s definitely some gaps we’re seeing just in the responses that we have here.

And then the second poll question to discuss real quick was the main barrier in implementing outdoor surveillance. Cost. Obviously, and we see that a lot. And we should, you know, maybe talk a little bit about that here – well, we’ve got some questions coming in. 
And then quickly the last poll question was how valuable would it be to have instant notification. Obviously we received 84% response back Highly Valuable. And, again, we talked about that speed of notification being what IoT can bring to the table in this type of solution. So that’s good to know.

We’ve got a couple more questions come in as we look to wrap up here. The first question that came in is, I think, directed probably at Will for V5. Is there a starter package for this type of solution? Do you have a starting point? Maybe even take it back to say what’s the first step in an engagement of this magnitude kind of look like, and then is there a starter system that you can get going?

There is. The best way to do that is to find out the individual – what their needs are at that university. We have a phone call, we can pull up Google Maps, we can just take a look at it and suggest a package anywhere from one unit to five units. And so with that there’s plenty of different ways to finance or get a right deal.
We are – we’re a fast-growing company, and we’re in high demand. But we’re also super hungry. We want to make a difference in all these different universities. I know that sounds a little bit – may even sound cheesy, but this company was built by someone who already had money. And he wasn’t looking for more, and he drives a Volvo. And his idea was to give this technology back to the people and make a difference in people’s lives. And that’s truly what our company is about.

So the best way to do it is just contact us. We’ll take a look individually at your campus, talk about the problems, and then we can provide a one to a four or five-unit solution. That’s probably the best way.

Yeah, thank you for that. And I want to remind everybody on the call, you can definitely start with your Dell EMC account executive as we have the ability to bring the V5 solution to the table for you for some analysis.

We do have another question that has come in. And, again, I think this is probably geared at you, Will, again, as it’s a technical question. Is the system integrated with any existing card access systems? Have you done any of that type of integration?

We have the ability to do that, it’s just a matter of time and effort. So we are about 65 employees now. I want to say there’s probably ten people in sales, but the mass majority are engineers. And so we have the ability to do it, it just has to be the right opportunity because when we integrate this, it could take us two weeks, it could take us two days, it could take us a month to do. So it’s definitely a possibility if the opportunity is right.

Great. And then another question coming from the audience is a specific question. Perhaps you’ll know this solution or not. And if we can’t answer it, we’ll certainly look to get back to this person with an answer. Does this system, with the V5 solution, work with Milestone VMS?

It definitely can. We are (inaudible) compliant to Milestone. And it’s just a matter of, again, just the engineers, if it’s taking us two days or three days, we can do it.

Great.

There was one other question. I kind of answered it before. Does this solution include facial recognition? The answer is we provide definitely enough pixel counts to provide facial recognition. It’s just a matter of where are we putting these. In the outdoors, we have to align them in the right spot. They have to be lowered. They have to be straight on. Because the people that are walking around between five feet and six feet high, that has to be a front-on look at them. So hopefully I answered that a little more clearer.
Yes, that’s excellent. If you do have any further questions from a technical nature, audience, we’ll certainly allow you to send that question. You can always send it to V5.Dell@V5systems.us. Again that’s V5.Dell@V5systems.us. And that will allow you to ask any particular technical question or a question about the solution that you may have.
I’m now looking at the questions and seeing that I think we’ve cleared the question log for today’s call, and I don’t believe at this time we have any more questions. Any, Will or Alan, any parting comments that you might have or any last bits of advice for our audience before I turn it back over to our moderator to close us out?

Yeah, Jon, this is Alan Cavallo again. Just to reiterate kind of where we’re at. And that we’ve deployed 24 units. We look forward to hopefully down the road deploying more. We’ve been, like I said, extremely pleased with the product, and the accuracy, and the clarity. And then working with Will has been just a real benefit for us. And, again, like I said, coming on board five years ago with no solution to where we are now, I know that we’ve created an environment for our students, faculty, and staff where I’ll go back to the perception is reality. I think we can honestly say that we’re doing a better job and we have a good solution moving forward.

Fantastic. Will, anything on your end?

Yeah, I’ll just leave it with just two things. One is I ask your attendees that are left, if when they are walking around their campus, it had a huge impact on me of seeing portable units that you can move where you need them. Just ask themselves, wow, what could we do with a lot of different areas of my campus that we couldn’t do before. And the video that you have, if you’re placing it there with purpose, you’re always getting what you need. And you can keep moving it around.

And the second thing is the gunshot location. We think that we can save lives if they can just process that, and that we can ship that information directly to their first responders. And that’s basically all I’ve got.

Excellent.

Well, again, I’ll just tie a bow on this a little bit from where we started in today’s discussion with the broad application of new technologies that’s all relevant and pertinent. And very important problems. And, you know, when you have a discussion around the Internet of Things, hopefully you’ve gained a unique or new perspective on some of the possibilities that you can do. And as a starting point in your IT planning and your strategic conversations that you have, there is a real world application for Internet of Things that can make a difference on your campuses today, we’re happy to help out with that. Just generally having a broad conversation around smart campus and how IoT can work is a very important conversation to have.

So thank you for the time from our standpoints, for the presenters. And Jim, I’ll turn it back over to you for closing comments.

Great, Jon. 
On behalf of EDUCAUSE and our attendees, Jon, Alan, Will, really appreciate you driving such an engaging session here today. Thank you very much for all the insight. And thank you all to our participants joining from around the world.

Before you sign off today, please click on the session evaluation link which you’ll find in the bottom right corner of your screen. We really value your comments, and we’ll take those into account for our future EDUCAUSE Live sessions.

This session will be archived on the EDUCAUSE Live website, including slides and complete replay, so feel free to share that out with your colleagues.

And be sure to join us for our next ELive on Thursday, June 29. That will be from 1:00 to 2:00 Eastern time. 

On behalf of EDUCAUSE, this is Jim Burnett. Thanks very much for joining us today for EDUCAUSE Live. Take care. Have a great day.
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