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Item 1.

Creating an institution-wide metadata repository/data dictionary

If you have begun an initiative to create this type of  repository, please describe your experience to date. 

Cost – These tools can be expensive. Who pays for them ? 
Definitions – Who is responsible for creating the definitions of the data and entering them into the tool. 
Getting people to get the data into it and then to keep it maintained – Assuming that this is a shared responsibility, who are the constituents who enter the data into the tool initially, and who keeps it updated on a regular basis ? 
“It’s not about the tools”- Tools alone can’t get the job done. Process, policy, commitment, staff, resources, and time are all required to develop and maintain a metadata repository. 
Data Governance/Stewardship -  Does data stewardship become an integral part of the steward’s job, or is it something that they do in addition to their regular responsibilities ? 
Are the stewards responsible for the maintenance of the repository ?

Active vs Passive – Some of the repository tools can be active, in that they actively interact with systems to find and record metadata. Others are passive, in that they require all data to be entered in some way into them. 
Qualifiers
Vendor supplied metadata – Do the vendors of packaged software provide metadata for their applications ? Is it in a format that can be readily loaded into a repository, or does it require reformatting or rekeying ?
What’s next ? 
Item 2.

Data standards initiatives at a best practices level vs a detail level 

Example - One data element should be used for only one purpose

Data principles – Some attendees suggested that a data principles document be created for your organization. Michael Enstrom from U Wisconsin-Milwaukee offered to make available their version of a similar type of document. 
Data not in your control – Some data may be in systems that you do not have purview over. It may be the policy of the institution not to alter vendor-provided data models, or it may be that only additional tables, with a one to one relationship with existing tables, can be added. 
User defined fields may be used, with resultant loss of control of those fields. 

Data Profiling software – It was suggested that data profiling software, such as that offered by Datiris, Pervasive, Trillium and others, could be used to analyze and document attributes and uses of the data. These types of software discover data types and values, and provide documentation on what they find.  Some go so far as to provide cleansing based on business rules that are created. 
Data values across time – It was pointed out that the ranges of data values can change over time, and without keeping accurate time sensitive metadata the use of the data could be suspect. For example, codes used in various lookup tables can change over time, with some values possibly being dropped. Hopefully none are reused, but that also is a possibility. Without accurate time range data, being able to accurately decipher what the values mean can be a chore, if not impossible. 
How do you discover these situations ? This was a question raised by the group, with many people feeling the same pain. 
Item 3.

Describe the most pressing and/or difficult data management question or issue facing your institution, and how you plan to approach that question or issue.

Governance – Establishing a governance and stewardship body, working that body through the various challenges, and insuring that the decision making responsibility for data decisions is shepherded by this group. 
Staff turnover – In one attendee’s case the knowledge about the data and the institutional experience that is contained in his staff would be hard to find in a person coming in from the outside. Given that his staff is nearing retirement, how will he find and/or “grow” people into the positions that will be vacated. 
Data ownership – In relation to governance, who “owns” the data and is able to make decisions related to its quality and use ? Can any one organization or body really “own” the data, or are they simply responsible for its management ?
Documentation people – The group discussed the importance of finding the right kind of staff that can develop and maintain the data documentation that is sorely needed. These people need to be a mix of business functional skills with technical awareness. 
Several suggestions included using 
BSA’s (Business Systems Analysts) as documentors. Another suggestion was for a “Funcy Tech” type of person. It was suggested that a good source for information related to these skills could be found at theiiba.org. This organization’s site contains a body of knowledge that could be helpful. 
Security – Another issue area dealt with security of data. This ranged from SSN abatement, Federal regulations, and isolating research data. 
