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Discussion topics:
· ERP

· What is the ERP Trap? 

· Full integration with ERP systems (provisioning all access) 

· NetID

· Persistence of NetID

· Over-reliance on the NetID

· NetID uniqueness

· Name changes/unique ID

· Generating unique names for institutional accounts

· How to get out of the 8-character mentality? 

· Policy

· Provisioning 

· De-provisioning accounts

· Commercial software (what attendees are using):

· Novell

· Microsoft

· Fischer

· Oracle (Princeton)

· Virtual Directory products (interested in, but not using right now)

· Non-Traditional Populations (aka guest accounts or affiliates)
· Levels of Assurance (LOA) 

· Barry’s definition: An LOA is a measure of trust

· Identity vetting

· K-16 collaborations/state-wide accountability/tracking

· Possession of the credential

· OpenID

· Applications 

· Application integration

· How to cover the universe of apps

· Where does it end up? 

· Account activation (self-service)

· Resets 

· Face-to-face 

· Self-serve

· Authorization/access management 

· Central way of knowing who has access or permissions

· Campus IDM and social networks (Facebook, etc.) – what is the potential for interaction?

· Role management

· SSO (when to use)

· Risk assessment/analysis 

· When you should or shouldn’t use SSO

· Change

· Buy-in: the value of IDM (i.e., getting exec support for IDM as a core business practice) 

· Education

· End users

· Data quality (“middle users”)

· Communications

· Federated provisioning

· Passwords

Drivers for IDM

· Customer service

· De-provisioning/security

· Policy/process/practice

· Clarity around who gets what

· Rapid provisions for new applications

· Identity reconciliation (“disambiguation”) 

· Cradle-to-grave accounts

· Relationships

· Federation participation

· Audit functions

