[bookmark: _GoBack]Boston University	Comment by Rosenfeld, Hillary L.:  As of October 1, 2012, we will use this template for service based SLA and OLA development – the SLO template has been retired.

General steps to writing an agreement.
0. Stop in to the Service Level Manager's office to say hello and get some guidance related to developing an SLA/OLA, and the roles related.
1. Before you do anything, if you aren't conversant in SharePoint versioning, document check in/out, and content types, go see either the Service Level Manager or the Service Catalog Manager for an explanation of SharePoint feature usage.
2. Be sure your copy of MS Word has your initials listed so your comments appear under your initials (Under File -> Options -> General)
3. Before editing, read through this entire document, including the comments.  While the document is long, notice that it is a mostly fill in the blank and boilerplate text.
4. Leveraging the Service Definition, ServiceNow service diagram, Requirements document, fill in this template, noting gaps and questions by creating MS Word Comments (in the Review tab of Word) related to the areas in question. Where you have a question for a specific individual, put their name in the comment so they can search for it easily (example, Quinn might need to approve the Security section). Ask people working on the document to use comments to note questions, answers and approvals, making it easy to see what is resolved and what is outstanding. Anywhere you see pointy brackets <> within the document , replace the text within the brackets (as well as the brackets please) with the appropriate text. When tracking versions within the document, update the Draft version number in the footer. Do not update the Template number. The template number indicates on which template the document is based.
5. Save the agreement draft as, "DRAFT <ServiceName> <OLA or SLA>. Save it as the appropriate SharePoint content type: IST Service-based SLA PM, IST Service-based OLA PM, IST Service-based SLA, or IST Service-based OLA. Do not attach dates, initials, or anything else to the name. Multiple people will be making changes to the document. Use SharePoint versioning as well as Word's Track Changes feature to record changes. When editing a document, be sure to use the SharePoint Check Out feature. When you check a document back in, include high level comments describing the changes you made.
6. Save the draft either with the project documents if this is part of a project or in the Service Level Management site within the IS&T Service Management SharePoint site. Share draft with Service Level Manager (SLM) for editing/approval.
7. After gaining approval from SLM, draft will be forwarded to VP IS&T for approval. Before doing so, use your judgement to remove comments improving readability. You can always review history via SharePoint versioning.
8. With approval from SLM and VP IS&T, remove all comments and share the draft with Service Stakeholder Group and gain agreement (revise as necessary to gain agreement with Group, IS&T VP and SLM). 
9. Consulting with SLM, gain and record  formal agreement from Service Owner, Enterprise Client Representative and VP IS&T, and schedule the first Service Review meeting. 
10. Celebrate.
Information Services & Technology

<Service Name>	Comment by Rosenfeld, Hillary L.:  In this Service SLA, “service” may refer to either an IS&T Client Service or Service Component.
<Operational or Service> Level Agreement
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[bookmark: _Toc288236708][bookmark: _Toc352673517][bookmark: _Toc291436669]Introduction
This document outlines the <Service Level Agreement (SLA) or Operational Level Agreement (OLA)> between <Information Services & Technology (IS&T) if SLA or group within IS&T if OLA> and the <Client Representative (CR) > for the delivery and support of <Service Name>.  The purpose of this agreement is to:
1. Clearly articulate the capabilities of the service.
2. Align expectations.
3. Provide a vehicle for relationship building and a focus for communication.
[bookmark: _Toc352673518]Roles
[bookmark: _Toc352673519]Clients	Comment by Rosenfeld, Hillary: These are the people who will be actually using the service to do their work. Be sure to define organizational scope if necessary. Examples include: 
 The faculty, staff and students of Boston University
 The alumni of Boston University
 The departmental staff of Boston University, known as the IT partners, who support information technology in their respective organizational areas
 The Boston University library staff
 The staff of Boston University responsible for their unit's financial accounts.

The clients of the <Service Name> are <brief description of the consumers of the service>. These are the people who consume, or use the service.
[bookmark: _Toc352673520]Unit Client Representatives	Comment by Rosenfeld, Hillary: The person within a given unit responsible for representing their unit’s interest in the service to the Service Owner and the Service Stakeholder Group. This person is the Service Owner’s contact for service related discussions within a given unit.
The unit client representatives are the people within university units or organizations responsible for representing their unit’s interest in the service to the Service Owner and within the Service Stakeholder Group. They are the Service Owner’s contact for service related discussions within a given unit and are responsible for reviewing, negotiating and agreeing to this <Service Level Agreement or Operational Level Agreement> on behalf of the clients they represent. 

Unit Client Representatives for this Agreement:
<Name, Title, Email Address, Unit>
<Name, Title, Email Address, Unit>
<Name, Title, Email Address, Unit>
<Name, Title, Email Address, Unit>…
[bookmark: _Toc352673521]Enterprise Client Representative 	Comment by Rosenfeld, Hillary: The person, typically a chair of the relevant governance committee, who is the actual client signatory of the agreement. They sign on behalf of both the governance committee as well as the Service Stakeholder Group.
The enterprise client representative is the actual client signatory of an agreement and acts on the behalf of the Services Stakeholders Group as well as the relevant Governance Committee.  <Name, Title>, as the <Role> is the enterprise client representative for this agreement.

<Enterprise Client Representative name>
<Title>
<Street Address>
<email address>
<office phone>
[bookmark: _Toc352673522]Service Stakeholder Group 
The Services Stakeholder Group is the body responsible for reviewing, negotiating and agreeing to this <Service Level Agreement or Operational Level Agreement> on behalf of their clients.

<GroupName> serves as the Service Stakeholder Group for this service.	Comment by Rosenfeld, Hillary: The organization that facilitates communication between and represents the interest of unit client representatives and a service owner for a given service. There will be a Service Stakeholder Group for any service provided to multiple units. This group will be consulted during requirements gathering, provide input to the SLA, and participate in service level review meetings. If a preexisting group with the relevant members already exists (for instance, a users’ group for a specific service such as Document Imaging & Management) it should be leveraged to fill this function and a separate group need not be convened.
[bookmark: _Toc352673523]Client Location	Comment by Rosenfeld, Hillary: The goal of this section is to describe from where and how clients may use the service. Example text:
 Clients may be local or global but must be on the BU network.
 Clients must be connected to a computer on the on the Charles River campus network.
Clients must be on the BUMC wireless network.
Clients may be anywhere with Internet connectivity.

<Enter text here – see comment for examples.>
[bookmark: _Toc291436671][bookmark: _Toc352673524]Service Provider	Comment by Rosenfeld, Hillary L.: If this is an OLA, the service provider will change and should be the group within IS&T that is providing the service.
The organization accountable for service delivery is BU Information Services & Technology (IS&T).
[bookmark: _Toc291436674][bookmark: _Toc352673525]Service Owner 
The service owner is the person accountable for the end to end delivery of the service, and the strategic direction of the service as well as acting as a point of escalation for operational issues related to the service. 

<IS&T Service Owner Name>
<Title>
<Street Address>
<email address>
<office phone>
[bookmark: _Toc352673526][bookmark: _Toc292887910]Service Description
<Brief Description>	Comment by Rosenfeld, Hillary L.: For SLAs, this -may be taken from the Overview section of the Service Catalog page. For OLAs, describe the service being delivered. Should be functional, business language, that the client can understand – not too technical.

Further description of services can be found on the IS&T Service Site, TechWeb . <Full URL>	Comment by Rosenfeld, Hillary: Include full URL in the text please as well as linking this text.	Comment by Rosenfeld, Hillary L.: Insert hyperlink to the specific TechWeb Service Description page.
[bookmark: _Toc352673527][bookmark: _Toc288236709]Services Included 
Functionality included in this service:

· <Feature 1>	Comment by Rosenfeld, Hillary L.: Include key business functions and features. May also be taken from the Key Features section of the Service page on TechWeb for SLAs; these should be features that are of interest to the client – not applications or supporting services. Technical details such as versions of application software, or architectural diagrams are stored on SharePoint and used to build this agreement, however, technical details do not belong in the agreement.
· <Feature 2>
· <Feature 3>
[bookmark: _Toc291436679][bookmark: _Toc352673528]Services Excluded
Items and functional areas that are outside the scope of this agreement include:

· <Item 1>	Comment by Rosenfeld, Hillary L.: Include functionality or aspects that are tangential to the service that the client rep. and client might assume are covered which are not.
· <Item 2>
· <Item 3>
[bookmark: _Toc291436680][bookmark: _Toc352673529]Service Level Targets
[bookmark: _Toc288236718][bookmark: _Toc291436681][bookmark: _Toc352673530]Availability 	Comment by Rosenfeld, Hillary L.: Please ensure approval from the IST Configuration Manager. He along with the Service Owner, need to ensure and agree this service and the services on which it is dependent are correctly defined in the ServiceNow CMDB. Please ensure his approval that the ServiceNow CMDB is populated correctly by him creating a comment here indicating the CMDB work is complete and accurate. Availability reports for this service will be defined by the SN CMDB entry related and SLM is responsible for related report generation. 
Service Availability Hours
Excluding maintenance during Service Change Windows (see Service Change Windows section below), the Agreed Service is expected to be available <ZZ> hours/day, <MM> day/week, <NN> days/year.
[bookmark: _Toc288236721][bookmark: _Toc291436683]Availability Target
The target service availability for the <Service Name> Service is <X.XX> maximum hours of unplanned downtime per year, or <YY.Y%> of the Service Availability Hours (<ZZ> hours/day * <NN> days/ year = <BBBB> available hours per year).  	Comment by Rosenfeld, Hillary: If there is no actual way of accurately measuring Availability, start with 99.9% and use that as a baseline.

For reference, 99.9% availability for a service with Service Availability Hours of 24x7 represents 8.76 hours/year of unplanned downtime.



<to be completed                                       >



[bookmark: _Toc352673531]Performance	Comment by Rosenfeld, Hillary L.: Service Owner is responsible for defining and for report generation.
While a service may be available for a certain specified amount of time, it’s also important to monitor how well that service is performing.  Service Performance ensures the service is performing in a manner aligned with agreed expectations.  

	Performance Metric	Comment by Rosenfeld, Hillary L.: Ideally, each metric listed here will be of interest to the client as well as measurable and reportable in a client friendly fashion.

Understanding that we are in the process of developing our service management maturity, if ideal is not achievable today, then:
Only metrics that are of interest to the client should be listed. 
If the metric is not measurable at this time, note that in the appropriate column, and estimate the performance threshold (consider gaining client input on this threshold). This threshold will be used to assist clients in understanding when they might have an incident and should contact the Help Desk. Also, in comments here, include what it would take (both staff time and financial and any other costs) to make the metric measureable and reportable.
Include estimates here that will inform client expectations regarding service performance and serve as a guide for informing clients when there may be an incident and they should call the IS&T Help Desk. Example of a not measurable metric that might be helpful:

	Performance Threshold
	Description
	Measureable and Reportable

	<name of metric>
	<x seconds, minutes, hours, as approp>
	<clear description of this performance measurement>
	<Yes or No>

	<name of metric>
	<x seconds, minutes, hours, as approp>
	<clear description of this performance measurement>
	


[bookmark: _Toc288236725][bookmark: _Toc291436686][bookmark: _Toc352673532]Capacity	Comment by Rosenfeld, Hillary L.: Description of the intended capacity of the service, as is appropriate to this service. This will need to be something measureable and reportable on a regular basis. Reports may detail actual usage vs capacity. It may be that there are several capacity metrics per Service. Examples: concurrent users, pages per hour, disk space.	Comment by Rosenfeld, Hillary L.: Service Owner is responsible for defining and for report generation.
<Insert appropriate text here>
[bookmark: _Toc352673533][bookmark: _Toc288236726][bookmark: _Toc291436687]Backup, Data Retention & Restore	Comment by Rosenfeld, Hillary L.: Brief description of backup plan, how long backups are kept for and how long the client can expect a restore to take. If the retention and recovery time changes when backups are moved from on site to off site, please detail those service level changes here. Example: This service is backed up daily. Backup images are retained for 30 days. Restore requests typically take 3 business days to complete. 
<Insert text here>     
[bookmark: _Toc352673534][bookmark: _Toc287869927][bookmark: _Toc291436692]Service Continuity
In the event of a Service disruption caused by a significant event which incapacitates the data center thereby rendering the Service unavailable, recovery will be as described below. Note - smaller Service outages are tracked and managed through the Availability process described above. 

	Recovery Time Objective (RTO)
	<XX hours>
	The time by which the service must be recovered after a disaster is declared by senior management.  <describe what this time includes>

	Recovery Point Objective (RPO)
	<YY hours>
	The acceptable amount of data loss measured in time, e.g. an RPO of 1 hour means that any data that was created or updated less than 1 hour prior to the disaster event may not be recoverable.



Service Continuity testing is documented in Appendix A<Letter>.  	Comment by Rosenfeld, Hillary: When there is no service continuity being tested, remove this sentence and replace it with, “Service Continuity for this Service is not tested.”
[bookmark: _Toc352673535]Support	Comment by Rosenfeld, Hillary L.: This section is appropriate for SLA development. If you are creating an OLA, the appropriate support procedures and expectations need to be set in this section and the boiler plate text might need to be removed (yes, please edit outside of the pointy brackets here if this is an OLA). Use the SLA information as an appropriate content guideline. However, if this is an OLA, the Service Desk should probably not be in the middle of the support structure. Define escalation paths and process.
[bookmark: _Toc287869928][bookmark: _Toc291436693][bookmark: _Toc352673536]Priority Scheme
IS&T support service delivery prioritization schema is based on specific situational urgency and impact as defined in the IS&T Priority Matrix found at http://www.bu.edu/tech/service/incident-management/managing-tickets/priority-matrix/
[bookmark: _Toc287869929][bookmark: _Toc291436694][bookmark: _Toc352673537]Support Target
[bookmark: _Toc287869930]The target compliance rate for meeting the response and resolution times defined in the IS&T Priority Matrix is 80%.
[bookmark: _Toc291436695][bookmark: _Toc352673538]Requesting Support
Clients may request support or review the status of their requests via the web self-service option, phone, email, or by visiting the Service Desk.

Clients should call the Service Desk (617-353-4357 or 3-HELP) for any critical incident. When the Service Desk is closed, the voice mail system will prompt the client with the option to have someone paged for emergencies and an Incident Coordinator will be contacted by the voice mail system. The on-call Incident Coordinator will then begin the P1 Communication process which consists of a message to the TechStatus email list, posting updates on www.bu.edu/tech/news/, and hosting a conference bridge for team communication. 

[bookmark: _Toc287869931][bookmark: _Toc291436696]Service Desk Contact Information  
Web self-service http://www.bu.edu/tech/ 
Phone (617) 353-4357 	
Email   ithelp@bu.edu 

	IS&T Service Desk Hours (except holidays)

	Location
	Hours
	Note

	IT Help Center - 533 Commonwealth Ave
	Academic Year
Monday-Thursday 9AM-9PM
Friday 9AM-6PM
Summer
Monday-Thursday 9AM-7PM
Friday 9AM-6PM
	

	IT Help Center - Mugar Library
	Academic Year
Monday-Thursday 8AM-Midnight
Friday-Saturday 8AM-11PM
Sunday 10AM-Midnight
Summer
Monday-Thursday 8AM-11PM
Friday-Saturday 8AM-5PM
Sunday 10AM-11PM
	Subject to change with Library circulation desk schedule, typically a shorter schedule during Intersession.




[bookmark: _Toc280791670][bookmark: _Toc287869932][bookmark: _Toc291436697][bookmark: _Toc352673539]Client Support Issues
Support requests which have not been responded to in a timely manner (in accord with the priority matrix referenced above) may be reported to the IS&T IT Help Center Service Desk Manager at 617 353 4357.
[bookmark: _Toc287869948][bookmark: _Toc291436698][bookmark: _Toc352673540][bookmark: _Toc271180252]Change Management	Comment by Rosenfeld, Hillary L.: When complete, please ensure to indicate Change Management’s approval of content by having the Change Manager add a comment (Not in the text, just here in a comment for our internal purposes) stating his approval of the content. His comment will be removed with all other comments prior to sharing with the client reps.	Comment by Tracy Schroeder: Do we really want that in a client facing document?  That seems an internal requirement but not something that should require that type of demonstration.
Change Management is the process of recording, evaluating, approving, planning, and overseeing the implementation of a Change in a controlled and efficient manner.  IS&T employs a formal change management process that improves communication, decreases downtime, and provides high quality service. IS&T’s change management policy can be found at www.bu.edu/tech/service/change/policies/.
[bookmark: _Toc352673541]Change Restriction Dates
There are two types of change restriction dates based on scope: Enterprise Change Restriction and Service Change Restriction. 
Enterprise Change Restriction Dates
A period of time associated with a critical University event or process where requested changes to all IS&T services are subject to additional review before approval. This is to protect the integrity of all IS&T services supporting the event or process. The Change Advisory Board (CAB) or Emergency Change Advisory Board (ECAB) reviews and provides the approval for changes requested during these periods based on input from the service owner. These dates can be viewed at http://www.bu.edu/tech/service/change/enterprise-restriction-dates/. 
Service Change Restriction Dates	Comment by Hillary Rosenfeld: When a service provides a business application that has a business owner apart from IST service area governance committees, the Service Owner is responsible for consulting with the client representative/business owner to find out what their business critical times are and then work with the Change Manager to ensure the dates requested are incorporated into the IS&T Change Calendar. Governance committees will not be involved in the change management process. 

Do not include any dates here that are already listed as Enterprise Change Restriction Dates. See link above.
A period of time where requested changes to a specific IS&T service are subject to additional review before approval. This is to protect the integrity of the service prior to or during specific business events or processes. The Change Advisory Board (CAB) or Emergency Change Advisory Board (ECAB) reviews and provides the approval for changes requested during these periods based on input from the service owners[, in consultation with client representatives.].

<Event or process – dd/mm/yy – dd/mm/yy>
<Event or process - dd/mm/yy – dd/mm/yy >
<Etc.>
[bookmark: _Toc288236720][bookmark: _Toc291436700][bookmark: _Toc352673542]Service Change Windows
IS&T must perform maintenance work required to keep a service running optimally.  This work may require service outages which will normally occur during the IS&T change window, listed at www.bu.edu/tech/service/change/windows/.

Change management guidelines, defined in www.bu.edu/tech/service/change/policies, allow for the business to request changes be made outside of the IS&T Change Windows when required.

Planned service outages will be communicated in accordance with Change Management Guidelines.  Those changes will be communicated at the beginning of the work week for the coming week via the techstatus@bu.edu email list.  Notification of urgent changes will be communicated to the same list in a timely manner.  
[bookmark: _Toc352673543]Security and Legal Considerations	Comment by Rosenfeld, Hillary L.: This section is not “completely template”. Please edit as appropriate to the particular service at hand and then review with IS&T Security. These items are examples that IS&T Security has provided that probably apply to most services and serve as a good starting place. Please ensure IST Security group’s approval of this section by having them create a comment stating their approval of content.	Comment by Tracy Schroeder: Again, is this approval intended to be client-facing?
[bookmark: _Toc352673544]Security

1. IS&T is responsible for the maintenance and update of the hardware, software and applications of the systems on which this service runs.
1. IS&T will monitor network intrusion detection systems, manage the firewalls, and manage physical security to the Data Centers housing the Service.
1. IS&T will conduct regular security reviews of the Service to help maintain system integrity and to detect security anomalies.
1. IS&T will administer security and user access for the Service.
1. IS&T is responsible for defining the security roles and accounts with input criteria from the Client Representative.
1. IS&T will configure the system to require clients to authenticate with Kerberos password in order to make use of the service.  Further, in accordance with the BU Data Protection Standards, IS&T will configure the system to require any user with access to data that BU has classified as ‘Restricted Use’ to use two factors to authenticate.
1. IS&T is responsible for maintaining the security compliance for the Service per relevant regulatory requirements. This responsibility is limited to the security of the service and systems themselves; it does not extend to processes, nor does it cover the actions of an individual.  For example, if a person prints a document containing Restricted Use data and someone else not authorized to see that data picks up the print out, that violation is the responsibility of the individual.
[bookmark: _Toc352673545]Approved level of security
This system has been reviewed by BU Information Security and has been approved to support and may contain information up to the follow level of classification.  
  Public      Internal      Confidential       Restricted Use      PCI

[bookmark: _Toc271180253][bookmark: _Toc291436703][bookmark: _Toc352673546]Responsibilities	Comment by Rosenfeld, Hillary L.: All responsibilities listed here in the template are not necessarily required or appropriate. Service Owner or Project Manager should read and use judgment to keep those that apply, add those missing and remove those that are not relevant to the service being agreed. It’s important to document expectations and responsibilities for all roles, IS&T's as well as the client and client representatives. 
[bookmark: _Toc352673547][bookmark: _Toc271180255]IS&T Responsibilities
· [bookmark: _Toc291436704]IS&T will monitor vendor updates, e.g. patches, maintenance packs, tools upgrades, and implement those updates where appropriate. <include per service as appropriate>
· IS&T is responsible for developing the IT Service Continuity Plan based on the requirements in the Business Continuity Plan.
· <any responsibilities pertaining to the specific service>
[bookmark: _Toc352673548]Unit Client Representative Responsibilities 
· Unit Client representative is responsible for gaining all appropriate approvals for access to the information specified and providing copies of those approvals to IS&T upon request.  For details on the approval process, see the Data Management Guide.
· Unit Client Representative will notify the IS&T Service Owner listed in this agreement at least two (2) weeks in advance of a critical business event when additional service requirements above and beyond the usual criticality expectations are required. IS&T will attempt to accommodate articulated needs.
· If available, Unit Client Representative is responsible for the Business Continuity Plan and will provide it to the Business Continuity Administrator within IS&T.
· <any assumptions that pertain to the specific service – e.g. for blackboard, “Additional licenses and/or refreshed or additional hardware above what is listed in scope will require new funding.”>
[bookmark: _Toc352673549]Service Stakeholder Group Responsibilities 
· Service Stakeholder Group  is responsible to specify for IS&T the level of data protection that the service may be required to support.  See the BU Data Protection Standards for more detail.	Comment by Rosenfeld, Hillary: Service Stakeholder Group to select appropriate level of security.
 Public      Internal      Confidential       Restricted Use      PCI	Comment by Rosenfeld, Hillary L.: Please prepopulate with what you believe the client representative will select. They can then simply confirm and sign.
· Submission of requests for new functionality or service enhancements to be managed through IS&T’s Project Management process (see www.bu.edu/tech/apps/project-manage/project-management ) 
· Provide the IS&T Change Manager with a yearly calendar outlining critical service events and activities.
· <any assumptions that pertain to the specific service – e.g. for blackboard, “Additional licenses and/or refreshed or additional hardware above what is listed in scope will require new funding.”>
[bookmark: _Toc352673550]Enterprise Client Representative Responsibilities
· Enterprise Client Representative will ensure Agreement execution is being complete on behalf of both the relevant governance committee and service stakeholder group.
[bookmark: _Toc284922670][bookmark: _Toc291436705][bookmark: _Toc352673551]Client Responsibilities
· Client will report service incidents upon learning about them via the contact information outlined above. This will provide IS&T the best opportunity to resolve issues as quickly as possible. Provide a clear description of the issue, including a repeatable example if possible, and indicate if alternatives are available. 
· When completing support requests, clients will supply all required information.
· <any other Service specific client responsibilities>
[bookmark: _Toc288236738][bookmark: _Toc352673552][bookmark: _Toc287869956][bookmark: _Toc291436706]Costs	Comment by Rosenfeld, Hillary L.: All related costs to the client representative and to the client for this service provisioning. If none at this time, then insert, “None at this time.”
Details of any charging formulas used, charging periods, or reference out to charging policy documents, together with invoicing  procedures and payment conditions etc. must be included.
[bookmark: _Toc352673553]Term
This agreement will become effective on <start date> and continue indefinitely.
[bookmark: _Toc352673554][bookmark: _Toc291436707]Service and Agreement Review
[bookmark: _Toc352673555]Service Level Reporting and Review
IS&T will gather information on services provided, through monitoring on regular intervals and will consolidate the results into reports that are shared with the client representative at a minimum twice a year during Service Review meetings. Reports will articulate availability, performance and incidents. Clients will also have access to monthly metrics on line at www.bu.edu/tech.

Service Level Reports may include:	Comment by Rosenfeld, Hillary L.: Service Owner should review this section and edit based on what is achievable. 

· Support statistics	Comment by Rosenfeld, Hillary L.: SLM to produce.
· Incident Reports
· Number Resolved, Average and Median Resolution Time
· Average and Median Incident Resolution Time by Priority
· Service Request Reports: 
· Number Resolved, Average and Median Resolution Time
· Average and Median Incident Resolution Time by Priority
· Client  Satisfaction Reports 
· Availability Report 
· System Performance Reports	Comment by Rosenfeld, Hillary L.: Service Owner to produce.
· Usage vs. Capacity Reports
· Disaster Recovery Testing Report	Comment by Rosenfeld, Hillary L.: DR Manager to produce.
[bookmark: _Toc352673556]<OLA or SLA> Review and Revision	Comment by Rosenfeld, Hillary: This section should be used to document any changes that occur after the agreement is executed and before it is renewed. Changes made during agreement development and negotiations will be documented in SP version control.
In addition to service reviews, the entire <OLA or SLA> will be reviewed annually. 

However, when the need for amendments arises during the year, the Agreement may be amended as agreed by both IS&T and the Client Representatives. (Agreed amendments to be described in the Revision Log below).
[bookmark: _Toc291436708][bookmark: _Toc352673557]Agreement Revision History
	Date
	Who
	Description of Change

	
	
	

	
	
	

	
	
	



[bookmark: _Approvals][bookmark: _Toc352673558]Approvals	Comment by Rosenfeld, Hillary: Insert copy of email stating agreement, including header after the line, “Copy of email confirming agreement” for each signatory.	Comment by Rosenfeld, Hillary: Template for procuring agreement in email

Subject: <Service Name> Agreement 
<Service Owner>, <Client Representative> and Tracy,

Please find the <Service Name> <Service or Operational> Level Agreement attached. 
Please reply with your approval. Your approval via email will be considered your signature.

Thanks, 
<Service Owner>

When you receive the three responses, you will want to copy the text of each into the agreement. To capture the complete email message including the header:
Select the email you’d like to copy
Click Forward
Copy the entire email including the header
Paste text into the agreement under the Approvals section
Save the document as a PDF to ensure integrity
Store both the PDF and the Word document in the IS&T SharePoint Service Area  appropriate to the specific service with the other service documentation. Ensure the document type is either OLA or SLA.


Executive Client Representative:  <Name>
E-mail: <email>	Phone:  			
Copy of email confirming agreement

IS&T Service Owner:  <Name>
E-mail: <email>	Phone:  			
Copy of email confirming agreement

VP Information Services & Technology:  Tracy Schroeder
E-mail: tas@bu.edu                                                                                               		Phone: 617 353 1155       	
Copy of email confirming agreement
<Service Name> <SLA or OLA>
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[bookmark: _Toc352673559]Appendices	Comment by Rosenfeld, Hillary: If necessary – otherwise remove.
 
Service Review Meeting Content	Comment by Rosenfeld, Hillary: Supporting materials such as Incident and Service Request charts for the service, client satisfaction results and information regarding ticket reassignment rates can be provided by Service Level Management. Please provide 2 weeks’ notice for requesting material.


The goal of the Service Review Meeting is to provide a forum for a service centric open discussion between the Service Provider and Client Representative. Topics to be covered include:
· Any topics the Client Representative would like to discuss
· Metrics review
· Service issues and any specific SLA breaches
· Changes in service rrequirements

Service Owners will schedule the first Service Review Meeting upon execution of the Agreement at an interval agreed, typically six months after the Agreement is executed.
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