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Cyber War: You're Doing It Wrong!
April 16, 2013: 8:45 a.m. CT (UTC-4; 9:45 a.m. ET, 7:45 a.m. MT, 6:45 a.m. PT)



Session Links:
· APT1 report: http://intelreport.mandiant.com/
Abbreviated Session Chat: 
ShannonSmith, EDUCAUSE: (10:01) Questions? Comments on lepers, hot tubs, fighter jets, or the Geneva Convention?

Guillaume Dubé @ Université Laval: (10:02) Here's a question : I don't know if you read the Mandiant APT1 Report, could you share your thoughts on it with us ? Further more, should we learn something from it (from a higher education point of view) ?

ShannonSmith, EDUCAUSE: (10:03) Thanks Guillaume! Paul has your question. 

Guillaume Dubé @ Université Laval: (10:03) Great !

Kimberly Milford @ Indiana University: (10:05) i have a question for Marcus:What new legislation do you think we can we "look forward to", given the trends you highlighted in your presentation?

ShannonSmith, EDUCAUSE: (10:05) Got it Kimberly...thanks!

Kimberly Milford @ Indiana University: (10:09) great answer - thanks

Tim Rhoades @ Univ of Washington Bothell: (10:11) So if the concept of cyberwar is BS, can you talk about more relevant attack planes for higher education. Cyber Criminals? What approaches to you advocate?

Frank Piscitello @ West Chester Univ of Penn: (10:14) What's your thoughts on Anonymous activities?

Thomas Gage @ The Baptist College of Florida: (10:16) For log analysis training and/or tools, what would be your advice or recommendations?

Guillaume Dubé @ Université Laval: (10:20) I think that this is a question that is "parallel" with this subject but do you think that organisations put enough effort to analyze their threats and threat's source (including cyber war) ? 

Tim Rhoades @ Univ of Washington Bothell: (10:25) The challenge in higher ed is more about not having the resources (staff time) to focus on bare bones log analysis. Too many logs, too little time. Good tool sets are critical to doing efficient log analysis...or good process. Where would you suggest we go for the best resources to identify great tools and great process so we are not reinventing the wheel?

